IDE Contract Language Guide

Final Draft

1.0 Purpose

In order to accomplish Navy-wide Integrated Digital Environment (IDE) objectives, Program Managers (PMs) and Contracting Officers should incorporate fundamental IDE language into their program’s Request for Proposals (RFPs) and subsequent contracts. Such language will enable PMs to communicate their IDE vision and requirements to industry, and ensure that contractor evaluation criteria are aligned with stated requirements for an IDE. 

1.1  Guidance

The Deputy Secretary of Defense Memorandum of 2 July 1997, Policy for the Transition to a Digital Environment for Acquisition Programs, set a corporate goal of digital operations being the method of choice by the end of 2002.  This policy made program managers responsible for data management systems in an appropriate digital environment.

The Under Secretary of Defense Memorandum of 15 July 1997, Guidance for the Transition to a Digital Environment for Acquisition Programs, implemented the DepSecDef policy by establishing an Integrated Program Management Initiative (IPMI) Executive Steering Group (ESG) to develop additional guidance and coordinate cross Component activities.  

The Department of the Navy (DON) Policy on Digital Logistics Technical Data (2 Nov 1999) provides programs and activities “specific guidance on how to specify digital data formats for both the acquisition of new technical data and also the conversion of legacy data to digital forms that support the migration toward an integrated digital environment.”  
The DOD Program Manager’s IDE Guide, Chapter 5, Contract Performance Specifications, provides guidance on developing contract language for an integrated digital environment. 

The Contracting for Technical Data Handbook (CFTDH) provides guidance to Program Managers in structuring contract requirements for electronic engineering drawings for new weapon system acquisition.  This guidance is in the form of a Government Concept of Operations (GCO), and identifies typical user needs for technical data throughout all life cycle activities of weapon systems management, design, manufacture, and support functions. 

Drafters of an IDE contract should consider that the Navy/Marine Corps Intranet  (NMCI) is the designated framework for infrastructure and consideration must be made for how to facilitate the IDE within NMCI.  NMCI is intended to develop a long-term arrangement with the commercial sector which transfers the responsibility and risk for providing and managing the vast majority of Department of the Navy desktop, server, infrastructure and communication assets and services. 

1.2 Contract Sections

An RFP is comprised of a number of sections, each with a specific purpose in the solicitation.  For the purpose of developing IDE contract language, only Sections C, H, L and M will be considered since they contain the primary language that the contractor will need to submit a proposal to do the work.

1.2.1  Section C – Description, Specifications and Statement of Work.  This section details the scope of work to be performed, specific requirements for performing the work, the period of performance, and required deliverables.  The PM should understand that Section C requirements levied by the Government must be satisfied by the contractor’s performance and are the basis for the contractor billing the Government for work accomplished.  In the case of implementing an IDE, the Government will specify the required performance of the contractor to achieve program goals.  The Government will not specify “how” the contractor should meet the performance specification.

1.2.2 Section H -Special Contract Requirements- This section contains definitions peculiar to the RFP and references to the Federal Acquisition Regulations (FAR).  The overall performance specification stated in Section C is amplified in this section by presenting the special requirements of an IDE.  These requirements are intended to guide the contractor in understanding what attributes the Government expects the IDE to have when fully implemented.
1.2.3 - Section L -Instructions to Offerors- This section provides the contractor with the format for submitting a proposal, including technical approach, capabilities, past performance, key personnel and sometimes a sample delivery order.  In this section, the contractor prepares and submits a comprehensive approach based upon review of the RFP requirements.  The contractor is encouraged to propose alternative delivery methods that reduce life-cycle costs and improve processes.  The Section L technical approach to performing the Section C Statement of Work forms the basis for contract award using the evaluation criteria of Section M. 
1.2.4 - Section M -Evaluation Factors for Award- This section includes criteria to be used by the Government (e.g. greatest value, lowest cost, risk, etc.) in evaluating Section L.   Through the source selection process, the Government will use predetermined criteria to evaluate the contractor’s ability to meet the performance requirements of the IDE. 

The following sections provide fundamental IDE contract language for Sections C, H, L and M of the RFP. This language is generic and must be tailored for specific program requirements.

2.0 Section C Description, Specifications, and Statement of Work (SOW)

This SOW sets forth the requirements for implementing an IDE that is both interoperable and compatible with existing Government architecture.  The SOW specifies the scope of work to be performed, specific requirements relating to the work, information/equipment the Government must provide to accomplish the work, period of performance and required deliverables.
2.1 Scope

The contractor shall provide an Integrated Product Data Environment (IPDE) to support the sharing of knowledge and information across functional boundaries.

The IPDE forms the specific application of the general IDE concept as applied to logistics support throughout the system life cycle. Functionally, this is accomplished by creating data once and using it many times. The IPDE must support electronic access and processing of data throughout the life cycle of a program. The IPDE must also support the development of all information and data in digital form.  
2.2 Requirements

The contractor shall implement an IPDE that provides the capability to concurrently develop, capture, update and re-use data in electronic form.  The IPDE must assure data integrity, efficiency of data entry and generation, and configuration management of functions and data throughout the life cycle of the program.  Detailed IDE attributes within which this IPDE must function may be found in Section H.
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2.3  Licensing

The contractor shall be responsible for obtaining any licenses required for individuals identified by the Program Office to access the commercial-off-the-shelf (COTS) software applications used to perform in the IDE.  The Program Office will assist the contractor in obtaining permission to include any applications developed by other contractors and/or owned by the Government.

2.4 Period of Performance

The period of performance is the life of program or until such time that the program is transitioned to the Government or third party.  Contractors transition plan must address this .

2.5 Deliverables

The required deliverables are dependent upon unique contract and program requirements.
3.0  Section H   Special Requirements
While the contractor has the prerogative to propose any approach that will meet the requirements of Section C, there are certain required attributes of the IDE.  
The IDE shall provide:

· A detailed enterprise information management system;

· Continuity of Operations Plan (Disaster Recovery);

· Communication with other Department of Defense components and infrastructure information systems in digital electronic form;

· Modeling and support of existing processes and  capability of including new processes;

· Satisfaction of PM requirements through the digital exchange of a complete range of business, management and technical information;

· Linking of logistics, design, engineering, test, and manufacturing data and functional processes to facilitate the interchange and exchange of technical information; 

· An integrated, shared data environment, consisting of integrated databases, analysis tools, and engineering processes designed to utilize digital data;

· Optimization of quality and timeliness of data exchange while improving processes and procedures;

· Capture of metrics such as Total Ownership Costs to improve effectiveness of business decisions;

· Electronic storage, retrieval and archive of documentation and correspondence, such that current users, auditors, and future users may access the complete history of a project at one place, including a historical file of all review comments;

· Notification to all users of events; 

· Tracking of changes to information and data content;

· Comment mark-up and tracking on view-only source information;

· Bulletin board-type capabilities to facilitate the simple and efficient exchange of informal data; 

· Method for auditing of systems to ensure  an effective audit trail; and
· Information search and discovery services that enable:

( Text-based searches and indexing of source files to support text- based searches across other formats

( Metadata-enhanced searches, as appropriate (e.g. typical XML-based searches).

3.1   Database Architecture

The IDE shall provide a cost-effective method  of managing, employing, and integrating the automated data processing systems and applications that support specific weapon system technical database(s). The appropriate configuration and version control of technical information must be maintained while providing current digital data for design, engineering analysis, manufacturing, product support planning, repair testing and disposal. The IDE shall provide:

· Life-cycle access to the authoritative source of data, whether Government or Contractor;

· Alternate data generation, access, and delivery modes (including shipboard);

· Infrastructure and shipboard compatibility through the life cycle of the program ;

· Digital data delivery and  on-line access, both of which should be measurable;

· Telecommunication requirements to the appropriate authority; 

· Integration of key program functions to include design, life-cycle support and repair within TOC; and 

· Legacy data access that covers program transition from acquisition to maintenance and support operations.
3.2  Data Access, Control, and Security

Security of sensitive (not classified) data is the responsibility of the contractor.

The IDE shall implement and support a program level security that addresses both security (access and physical) and technical aspects.  The security function of the IDE shall comply with:

· Common management of encryption keys/digital signatures/certifications in accordance with xxxxxx and processes for defining the authentication procedures (e.g. certificates, encryption, PKI, digital signatures, etc.);;

· Governing security policies when multiple services/government agencies are involved;

· Access determination factors -- "who is an authorized user for what information?” (e.g. role-based access and security, need to know, access vs. security, read vs. write access, etc.)

· Network and computer protection both initially and ongoing;

-  Protection from viruses

-  Protection from unauthorized users

-  Intrusion detection 

-  Protection from other overt threats

-  Network monitoring

-  Host monitoring

· Identification and Authentication;

-  Authorized user directories

-  Multiple levels of access control

· Confidentiality of stored data; and

-  File encryption

· Confidentiality of data transfers.

The IDE shall establish a security system and enforce data protection and integrity standards in accordance with D0D-5200.28 and DOD-5220.22-M.  Controls to prevent unauthorized access shall be established such as control passwords and log-on IDs for authorized personnel.  The IDE security function must give the PM control of individual access rights, verify user authorization at each access attempt, and provide a disaster recovery plan. 

All new personal computers and workstations purchased for use on the program shall be compatible with the Department of Defense (DOD) Multilevel Information Systems Security Initiative (MISSI). 

3.3  IDE  Systems Architecture

The IDE technical architecture shall use an interoperable systems strategy. This technical architecture supports the use of multiple suppliers and commercially supported practices, products, specifications, and standards, which are selected based on performance, cost, industry acceptance, long-term availability and supportability, and upgrade potential.  In addition to maintaining the capacity to retrieve data from legacy systems, the IDE architecture must provide a seamless interface with external Shipboard and Program Office servers.  The IDE must be flexible to easily satisfy evolving interface requirements.
This open systems architecture shall allow access to multiple databases and data repositories, import existing data from these repositories and databases, and be adaptable and extensible to accomplishing these functions with databases and repositories implemented with emerging technologies. The architecture shall support the following:  

· Electronic location, access and retrieval of data products for review purposes, either from ship or shore;

· Electronic viewing capability that supports on-line access from a variety of remote locations;

· Data delivery in place using standard neutral data formats;

·    Interface with distributed databases at multiple locations, and

·    Integrated applications providing the PM with functional and task flexibility.
The IDE shall include the capability to support multiple product structures such as system, compartment/zone, subassembly, assembly, module, and section and component views of data.  The IDE shall support configuration management and life cycle support functions and the delivery of integrated acquisition, engineering, and logistics products.  The system shall have query capability to locate, access, view, or extract information from the IDE.  The IDE shall provide a graphical user interface similar to Microsoft WINDOWS.  The IDE shall provide report generators that assemble or group data or data elements into specific arrangement to facilitate the generation of data products desired by the program office.  

3.4   Technical Information Management

The IDE must support procedures, processes, and software applications for the linking and integration of data with the Government.  The IDE shall support technical data, database(s) and functional applications as developed under the contract (i.e. delivered to the Government or shared with other contractors).  The IDE shall include a technical information and program management architecture, with a functional and hierarchical indexing system to:
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Manage configuration of the technical information and planning databases,

symbol 183 \f "Symbol" \s 12 \h
Integrate planning information into its respective source database; and
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Track configuration changes from design to logistics products and vice versa throughout the life-cycle.

 The IDE shall maximize the use of previously developed or off-the-shelf software.  These software tools must be compatible with Government hardware/software systems stated in the Government Concept of Operations (GCO), unless contractor developed, unique software solutions are demonstrated to be more cost effective to the Navy as a whole.

3.5  Data Integrity 

The IDE shall ensure that data elements are uniquely identified.   Changes to any duplicate data element shall be effected throughout all databases.  A similar methodology shall be implemented for all data types managed in the IDE (e.g. graphics and large textual entities) to ensure that all changes are propagated throughout the IDE. 

3.6  Product Data (Engineering, Graphic, and Text Data and Files)

The IDE shall provide digital electronic access to the product data developed under the contract.  This access shall be available for Program Office, contractor, or vendor-supplied data, shall feature a common user interface, data management capabilities, and data interchange capabilities as specified below.  
3.6.1 Common User Interface. The IDE shall support Web browsers that conform to the W3C standard for Web browsers and that are consistent with DoD policy

3.6.2 Data Management. The IDE shall support the definition, storage, and retrieval of data elements from database management systems (DBMSs). The contractor should manage data In accordance with accepted industry practice and COTS solutions.  Contractor proprietary solutions are not acceptable.  The contractor should provide a transition strategy for how data and data management can be transferred to/from another contractor.

3.6.3
Data Interchange. The IDE shall support exchange and interchange of data between applications to/from the external environment. 

· Management and Administrative Data shall be developed and maintained in Mutually Agreeable Commercial Software (MACS) formats.  Text-based documents shall be generated in a commonly used word-processing format.  Ancillary graphics, spreadsheets, and other associated data files shall be developed in common business software. 

· Product Description Data shall be developed and maintained in a CAD formats of the contractor’s choice.  The data shall be delivered/accessible in  either the Initial Graphics Exchange Specification (IGES) (MIL-PRF-28000) or the Standard for the Exchange of Product Model Data (STEP) (ISO 10303).  Non-CAD data shall be delivered/accessible in either Web CGM  (Computer Graphics Metafile), or bit-mapped or raster formats (JPEG, MPEG, GIF, and TIFF).

· Logistics Plans and Reports shall be delivered and accessible in Mutually Agreeable Commercial Software (MACS) formats. Publications: 

· Publications, manuals, specifications, and other documentation that will be updated and maintained over the life cycle of the program shall be delivered and accessible in Standard Generalized Markup Language (SGML) (MIL-PRF-28001) in a form that is also compatible with Extensible Markup Language (XML) (W3C Recommendation XXXXX). Publication graphics shall be delivered/accessible in Web CGM (Computer Graphics Metafile. 

· Legacy Data, that is, data pre-existing this contract, will be converted to digital form only if specifically identified within this contract for conversion.  Conversion shall be conducted in accordance with the Guidelines published with the Navy Policy on Digital Logistics Technical Data. 

· The IDE shall comply with military, national, and international data exchange standards to maximize the IDE’s ability to share data across dissimilar information systems.  The specifications and standards for data interchange set forth in the Guidance for the Acquisition and Conversion of Logistics Technical Data published with the DON policy on Digital Logistics Technical Data shall form the baseline for the IDE.   For other data, the IDE shall follow the guidelines published by the DON CIO Information Technology Standards.
3.7 Automation & Functional Integration

The IDE shall include the software tools used to design, manufacture and deliver products specified in this contract.  .  An integrated set of ADP systems and applications will be used to enter, update, manage and retrieve data.

3.8  Digital Interface Requirements

Exchanges of data to and from organizations shall be via standard interfaces.  The contractor shall provide a standard interface to achieve interoperability between dissimilar information systems in the Program Office and its support activities. The IDE must support a variety of digital interfaces as listed below.  

3.8.1  View Only (On line). The IDE shall provide to Program Office and authorized users controlled, on-line access to specific data products for the purposes of viewing and local printing of the data. Electronic notification shall be provided to identify the availability of deliver-in-place data products.

3.8.2 Data Extract/File Transfer.  The IDE shall provide for the extraction or transformation of data from the IDE data sources into another form and/or media required for use by authorized users.

3.8.3 Import/Maintain Data.  The IDE shall provide the ability to import data into an IDE and to interface with existing government and commercial infrastructure, including shipboard and field operational data environments, as required.  

3.8.4 On-line Access.  The IDE shall provide on-line access to contractor- developed or owned applications that are necessary functions of the required IDE.  This capability shall allow authorized users to run contractor-hosted applications from remote locations.  This capability shall support activities such as: the query of scheduling programs; accessing the 3D product model; viewing of simulations; viewing analysis results, RMA, CESA and other activities as required by the Program Office to effectively support the IDE.

3.8.5 Communications Server Access.  The IDE shall provide remote system access and shall provide Web based access. 

3.8.6 Video-Teleconference Applications.  The IDE shall provide video and document teleconferencing between contractor sites, the Program Office, and other IDE program participants.  This capability shall incorporate remotely displayed data and data products from the IDE to support video teleconferencing interactions. The video and document teleconferencing capability must support interactions between separate Local Area Networks. 


3.8.7 Wide Area Network Connectivity.   The IDE shall provide network access and communications among the Program Office, contractors, and authorized Government activities. 

3.8.8 Electronic Workflow Management.  The IDE shall provide electronic “workflow” functionality to transfer electronic versions of data products to the appropriate individuals/organizations for review, comment and/or approval. The workflow system shall support seamless/transparent enterprise-wide workflow routing and status monitoring and be fully integrated with external applications such as office suites and electronic mail.  A manager should set up a separate mailbox and workflow system that sends all alerts and actions to that mailbox.  Thus, the manager has single point of entry for all actions.  It shall also support multi-level access control and routing of multiple document types including drawings, technical documentation, word processing, presentation graphics, spreadsheets, images, sound, and motion video, developed within the IDE. The workflow system capability shall include document management functionality, including electronic storage, retrieval, and archive of support documentation and correspondence, keyword and full text search capability, simultaneous markup and viewing, and system backup and disaster recovery.

3.9  IDE Program Support Requirements

The IDE shall support other deliverables under this contract including, but not limited to: 

· Technical Documentation - The IDE shall provide for computer assisted generation of technical manuals/technical orders.  The development of Interactive Electronic Technical Manuals (IETMs) shall be explored and instituted when determined to be cost-effective and advantageous to the presentation of the material.  

· Training - Electronic training technologies such as video teleconferencing and computer-based training shall be used to enhance the effectiveness of materials and course content, and interface with the Navy’s Distance Support infrastructure.  Distance Support provides the sailor with a single desktop point of entry to an integrated tool bag of distance support efforts, simplifying access to Naval maintenance, technical, supply, training, administrative and personnel resources.
· Diagnostics - The source of diagnostic information shall reside in logistics engineering databases offering data exchange in neutral formats.  Software shall be developed to provide for automated interface with in-service performance and maintenance data collection processes and to provide feedback concerning successes and failures in the fault isolation process to the system designer.  Diagnostic systems that learn from experience and which have the capability to update a knowledge-based diagnostic database to optimize the fault isolation process or to improve system design are to be used to the fullest extent possible.
· Supply Support - Spare parts identification shall be consistent with the approved configuration baseline and allow for on-line assessment of the impact to spare parts requirements during analysis of design alternatives.  The IDE shall provide provisioning technical documentation to facilitate automated ordering, supply management, and distribution, and shall provide on-line identification of spares, repair parts, and source/maintenance/recoverability coding.  The IDE must interface with the following existing systems (e.g. JTAB, FEDEX/UPS tracking, Navy One-Touch Supply, ERPs, E-Commerce, etc.).
· IDE Data Identification - The IDE shall provide a standard file-naming scheme to be employed by all organizations contributing data to the IDE.  This scheme shall allow the IDE user to rapidly identify desired files. 

· Product Configuration Management – The IDE shall be the common point of access to the authoritative data sources for all data.  The IDE shall be maintained over the life cycle.  The IDE shall support product databases developed under this contract and seamlessly interface with configuration management software tools.

· Maintenance – The IDE shall support digital interface with Level of Repair Analysis (LORA) and Reliability Centered Maintenance (RCM) databases, and Maintenance ERPs

· Facilities – The IDE shall support digital interface with automated facility planning tools.


4.0   Section L   Instructions to Offerors

Section L directs contractors to prepare and submit a comprehensive approach to an IDE that describes their capabilities and experiences. This section can also grant contractors the opportunity to propose alternative forms of delivery for digital data products and information services. During the Source Selection Process (Section M), the PMO uses this information to gauge the risk associated with the Contractor’s ability to provide the digital data products and services.

Section L should encourage contractors to review the RFP data requirements and propose alternate delivery methods that reduce life-cycle costs and improve processes. The PMO will incorporate cost-effective alternatives into the contract. Contractors should document estimated costs and benefits to reflect all significant investments, transition, and operating expenses associated with the various alternative digital delivery methods (Program Office and contractor expenses and benefits). 

Alternative proposals can significantly reduce costs because an optimum IDE implementation is achieved only through the most effective combination of Program Office and contractor infrastructure (hardware, software, and communications). Each contractor’s infrastructure will be different and a program can potentially achieve greater benefit and reduced cost through alternative digital delivery methods.

4.1  Instructions

Contractors shall include the following information in responding to Section L: 

· The contractor’s approach and experiences in the management, use, and exchange of digital information, including generation, storage, indexing, distribution, and delivery of digital data products;

· The contractor’s approach and experience in integrating applications and databases for engineering, manufacturing, logistic support, and program management processes to facilitate the transfer and sharing of information among functional areas;

· The contractor’s approach and experience in interfacing with external disparate IDE systems;

· IDE system test and evaluation, including test management concept, inspection, pilot demonstration and acceptance;

· The general procedures, specifications, software applications and database services utilized by the IDE, including: how the IDE will take advantage of the existing Program Office operational architecture for connection, presentation, and access to IDE data, and the submission, acceptance, and approval procedures that the contractor will employ for CDRL data within the IDE environment;

· The development and implementation of IDE support hardware and software architecture, reference documents and definitions, including Program Office, industry, and contractor points of contact;

· The integration of contractor information systems with Program Office receiving systems as depicted in the detailed design plan; and

· Data protection and integrity, including risk assessment and system security certification.

4.2  Contractor’s Approach to IDE (CAIDE)

The contractor shall define specific IDE objectives and strategies for implementation, taking into consideration the Government Concept of Operations (GCO), technical constraints, and quality and cost guidelines established by the PM.  This strategy shall be supported by necessary trade studies, and shall describe the framework for IDE implementation activities to be accomplished during each phase of system development.  The strategy shall define how the program will implement and operate in an IDE, identify the critical infrastructure and process modifications that will enable the IDE, provide details on how program risk and costs will be reduced, and product quality improved through IDE initiatives.  The implementation strategy shall serve as a guide in developing contractual requirements for later program acquisition phases.  The strategy shall identify IDE related exit criteria for each milestone.

4.3 Tradeoff Studies

The contractor shall conduct appropriate tradeoffs/studies/analyses to support the IDE implementation.  The status of these studies shall be reviewed at appropriate program reviews, and the results documented as part of the detailed design. 

4.4  Post Award Planning Meetings

The contractor shall host a post-award IDE program orientation conference at a contractor-designated facility. Contractor teaming partners/subcontractors shall attend, and the PM will chair this conference. The PM will approve the agenda for this conference.  The purpose of the conference is to clarify the vision and have the contractors present to the PM their plans for an IDE.

Additional meetings shall be conducted periodically to discuss the status of IDE implementation efforts.  These meetings shall provide a forum for PM and contractor discussion as well as resolution of problems with operational architecture, data configuration, data management, security, and systems integration.

5.0  Section M   Source Selection Evaluation Factors

Section M of an RFP describes the evaluation factors for award of the contract. Initially, a source selection evaluation team is formed.  This team identifies standards and measurements for evaluation of the proposal by assigning a relative value to each area. Then the team will review contractors’ proposals for compliance to the RFP and evaluate the degree of risk associated with the contractors' approach to meeting the IDE requirements. General evaluation criteria are used to measure the contractor's compliance with IDE related sections of the RFP with respect to IDE implementation.

5.1  Source Selection Criteria

IDE must be emphasized throughout the contract development phase.   Incentives for IDE are incorporated into both the draft contract and the Source Selection Plan to guide the subsequent proposal evaluation phase.

During the evaluation process, the source selection evaluation team may award higher points for the following:

· Creation of digital data early in the design and development process.

· Early and efficient digital access to and delivery of technical information.

· On-line access to contractor applications and analyses.

· Demonstration of comprehensive planning for long term life-cycle support in an IDE environment.

· Demonstration of comprehensive planning for digital interoperability among the contractor, vendors, government, and warfighters which includes consideration of legacy systems in addition to integrated IDE systems.

5.2  Source Selection Process

The following actions help promote an IDE-presence throughout source selection:

· Ensure that technical requirements facilitate IDE utilization;

· Encourage industry identification of IDE alternatives in section “L” of solicitation (Instructions to Offerors);

· Provide positive incentives in section “M” of solicitation (Evaluation Criteria);

· Make IDE an explicit element of Source Selection Plan, and

· Provide/ensure IDE awareness of Source Selection Evaluation Board.

5.3  General Evaluation Factors

General evaluation criteria are used to evaluate the contractor’s compliance with IDE sections of the RFP with respect to an IDE implementation.  Value for “IDE Implementation” shows up in a number of different areas.  Offerors’ proposals for digital delivery of CDRL items will be evaluated by the area requiring them; e.g. technical publications personnel will evaluate the technical publications part of proposals.  Their evaluation will include assessment of value for delivery of CDRL items in the required IDE formats.  The team also assesses the overall value of proposed data integration capabilities in response to Section L.  Overall, the value of applying the IDE strategy will be a lower life cycle cost and higher quality product.

5.4  Offeror’s Ability to Meet Requirements

The source selection evaluation team should have a high confidence in the proposed offeror’s ability to meet the following requirements:

· Data acceptance and IDE functionality;

· System and administrative security capabilities;

· System configuration controls and procedures;

· Proposed transmission methodology;

· Capabilities of database management and retrieval applications, and

· Interoperability.

5.5  Contractors Approach to IDE Evaluation

The proposal evaluation team should consider the following questions when reviewing the CAIDE:

· Did the offeror’s proposal address each of the requirements asked for in the RFP?

· Did the offeror demonstrate a clear understanding of what was being asked for in the area of IDE concepts and policy?

· Did the offeror clearly describe how their digital data infrastructure would interface with or become an IDE?

· Did the offeror demonstrate knowledge of the IDE Automated Information Systems?

· Did the offeror discuss its past experience with IDE and the creation, management, and use of digital data?

· Did the offeror demonstrate an understanding of the digital data formats that were asked for in the RFP?

· Did the offeror adequately address the issue of digital data security?

· Did the offeror address post-award IDE planning?

· Did the offeror demonstrate an understanding of the digital data verification requirements?

· Did the offeror provide a plan for the integration of its and the Program Office’s infrastructures?

· Did the offeror provide an adequate description of IDE program management?

· Did the offeror demonstrate knowledge of IDE standards? 

· Did the offeror demonstrate an understanding of the IDE open systems architecture asked for in the RFP? 
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